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Data Security, Backups, and Business Continuity: 
NOCTI/Nocti Business Solutions (NBS) is committed to maintaining the highest standards of data security, 
system backup activities, and business continuity to protect our customers’ information and ensure 
uninterrupted service. 

1. Data Security: NOCTI/NBS maintains robust data security measures, including encryption, access 
controls, and regular security audits, to safeguard all customer data against unauthorized access, 
disclosure, alteration, or destruction. 

2. Regular Backups: NOCTI/NBS performs regular backups of all critical data to ensure that 
subscriber information can be restored in the event of data loss or corruption. These backups are 
securely stored and regularly tested for reliability. 

3. Business Continuity: NOCTI/NBS maintains a comprehensive business continuity plan designed 
to ensure the rapid recovery and continuation of services in the event of a significant disruption. 
This plan includes strategies for disaster recovery, crisis management, and communication 
protocols to keep customers informed during any incidents. 

 


